
Navodila za vzpostavitev dvofaktorske avtentifikacije

Na spletni strani www.office.com se prijavite z vašim e-poštnim naslovom in geslom, ki ste ju prejeli.

Figure 1: Vpis uporabniškega imena na wwww.office.com

Po vpisu uporabniškega imena boste posredovani na prijavni portal šolskega centra. Tam vpišite isto uporabnško 
ime in geslo.

Figure 2: Vpis na prijavnem portalu

Po prijavi boste poznavni da zavarujete svoj račun z dvofaktorsko avtentikacijo.

Figure 3: Zavarovanje računa z dvofaktorsko avtentikacijo

Pozvani boste k namestitvni aplikacije Microsoft Authenticator na vaš pametni telefon. To je najlažji način.

www.office.com


Če že uporabljate kakšno drugo aplikacijo, na primer Google Authenticator, lahko uporabite tudi to. Tukaj bomo 
razložili postopek z Microsoft Authenticatorjem.

Figure 4: Namestitev aplikacije Microsoft Authenticator

Najprej si namestite aplikacijo na vaš pametni telefon



Figure 5: Namestitev aplikacije Microsoft Authenticator iz trgovine

Pojdite čez osnovne korake namestitve in nato v aplikaciji izberite možnost dodajanja novega računa.



Figure 6: Dodajanje novega računa v aplikaciji Microsoft Authenticator

Izberite možnost “Delovni ali šolski račun”.



Figure 7: Izbira vrste računa

Na računalniku prisnite tipko “Naprej”.



Pojavila se bo QR koda, Na telefonu izberite možnost skeniranja QR kode in usmerite kamero telefona proti 
računalniškemu zaslonu, da poskenirate kodo.



Figure 9: Skeniranje QR kode z aplikacijo Microsoft Authenticator

Ko je koda uspešno poskenirana, bo vaš račun dodan v aplikacijo.



Figure 10: Uspešno dodan račun v aplikaciji Microsoft Authenticator

Na računalniku pritisnite “Naprej”, zdaj se naredi preizkus delovanja.



Figure 11: Preizkus delovanja dvofaktorske avtentikacije

Na telefonu se bo prikazalo obvestilo. Vnesito številko ki se je pojavila na računalniku. Nato pritisnite “Potrdi”.

Figure 12: Potrditev prijave v aplikaciji Microsoft Authenticator

Na računalniku bi se vam moralo prikazati sporočilo o uspešni nastavitvi dvofaktorske avtentikacije.



Figure 13: Uspešna nastavitev dvofaktorske avtentikacije

.

Ko se boste naslednjič prijavljali in bo zahtevana dvofaktorska avtentikacija, samo odprete aplikacijo Microsoft 
Authenticator in potrdite prijavo.


